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l. Purpose:

In order to systematically manage uncertain factor which might impose
threat to company operation, this Risk Management Policy and Procedures
is specially formulated.

Il.  Scope

The company and its subsidiaries define all type of risks in accordance with
the overall operation direction, establish a risk management mechanism for
early identification, precise measurement, effective supervision and control,
so that to prevent possible losses; based on internal and external
environmental changes, continue to propose countermeasures to improve
management practices, and achieve effective risk control and optimize
company resource allocation.

I11. Definition

3.1 Risk management is the responsibility of senior executives, managers
and all employees in organizations at all levels; organizations at all
levels must follow this policy to implement risk management and
evaluation mechanisms.

3.2 Risk management governance structure :

3.2.1 Board of Directors: The board of directors of the company is the highest
governing entity for company risk management. It aims to comply
with laws and regulations, promote and implement the Company's
overall risk management, clearly understand the risks faced by the
company, ensure the effectiveness of risk management, and bear the
ultimate responsibility for risk management.  The board of directors
directly supervises the Company's major risks such as pan-strategic and
cyber security.

3.2.2 Audit Committee: Responsible to supervise pan-operational risk of
the company -

3.2.3 Risk Management Team : The company has set up this task force,
with the Corporate President of General Operation and the Chief
Operating Officer serving as co-chairman. The Risk Management
Team is responsible for implementing pan-operational risk
management. It initiates major risk assessments and response plans at
the end of each year, meets quarterly for review, and flexibly
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convenes meetings as needed. The Risk Management Team reports
to the Audit Committee on important risk issues at least twice a year.
Major risk issues directly supervised by board and annual summary
report are directly reported to the board of directors.

3.2.4 Internal audit: Internal control and internal audit are mainly
supervised by Audit Committee. The annual audit plan is submitted
every year based on the risk assessment, and the implementation of
the risk management mechanism or the implementation of specific
risk response measures is reviewed as necessary.

3.2.5 Each functional unit: The head of the functional unit is responsible
for daily risk management, and is responsible for analyzing and
monitoring the relevant risks within their responsibilities to ensure
the effective implementation of risk control mechanisms and

procedures.
Risk Management Team
Corporate President of General
Management & COO
RBU/SBU FRA i MSU SCM PUR HR/Legal | | Otheras

needed

IV. Operation Content and Procedure

Risk Management Process includes risk identification, risk assessment,
risk mitigation strategy, continuous monitoring, reporting and disclosure.

4.1 Risk ldentification

Risk Management Team and function departments identify and
evaluate, with significant principle, pan-operation risks such as
market/customer, supply chain, finance, legal, human resource, cyber
security, climate and environmental change, and so on. (Refer to 7.1
Risk Summary Table)

4.2 Risk Assessment

FHle R, 3 @R/ L
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After possible risks are identified, those risks are assessed, including
risk analysis and risk measurement, mainly with below two factors
(Refer to 7.2 Risk Assessment and Risk Heat Map):

I. Likelihood of Occurrence
I1. Negative Impact Scale that a particular risk is experienced

Risk Heat Map are as well developed with the evaluations of above-
mentioned two factors, which is to present the result of the evaluations
and to be further referred for risks prioritization and mitigation strategy
planning. The impact scales are principally quantitative, or qualitative
with descriptive texts when quantification is not possible

4.3 Risk Mitigation Strategy

While function departments assess and summarize risks, they in the
meantime propose the mitigation strategy and action plans to each risk
items, so as to reduce the risk to an acceptable residual level. (Refer to
7.3 Risk Action Plan Table)

4.4 Continuous monitoring

In addition to the responsibility of monitoring mentioned by 3.2 Risk
Management Governance Structure, function departments have the
accountability of the risk management in relation to their job
responsibilities. Function departments shall take into consideration the
related risk evaluation and risk management for their daily operation,
and shall escalate to Risk Management Team when necessary.

4.5 Reporting and Disclosure

The reporting mechanism of risk management could be refereed to 3.2
Risk Management Governance Structure. In addition to disclosure in
compliance with the regulations issued by the Authority, the information
of our risk management shall be as well disclosed in corporate annual
report, corporate website, or corporate sustainability report.

V. Release and Revision of the Policy and Procedure
It needs BOD approval to release and/or revise this Policy and Procedure.
V1. References Documents

N/A
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VII. Reference Template

Risk summary tables and risk assessment templates are provided as below.
User is allowed to modify the format for the actual management and
assessment need.

7.1 Risk Summary Table

XX Risk Summary

Analysis

No Risk Item Risk Description  Likelihood Impact Description

Risk Mitigation Strategy Owner

01

02
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7.2 Risk Assessment and Risk Heat Map

7.2.1 Risk Measurement and Assessment

Doc. No. : G-001
Version : A0
Date : 2021/04/29

Risk Level is measured with 2 dimension and 5 scales
— (X axis) Likelihood of Occurrence for the current year
— (Y axis) Impact scale is measured by Annualized Sales Revenue or

Cost/Expense
(X) Likelihood % (Y) Impact (USD M)
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7.3 Risk Action Plan Table

01 [Risk Item]

Background Est. Maximum Impact Action Plan
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